Appendix 1 - DVLA CONTRACT OBLIGATIONS

Customer acknowledges and agrees that DHT is subject to various obligations
pursuant to the DVLA Contract. This Appendix is intendedto bring such obligations
to Customer’s attentionand impose certain of those same obligations on Customer.
To that end, Customer undertakes to comply with:

(a)
(b)

all Customer obligations set out in this Appendix in full; and

all DHT obligations set outin this Appendix in full as though such obligations
were imposed directly on the Customer (save that any obligationto notify or
seek permission from DVLA shall instead be an obligation to notify or seek
permission from DHT).

Customer undertakes that it shall not, by act or omission, do anything that would put
DHT in breach of the DVLA Contract. Notwithstanding the foregoing, Customer shal
notify DHT immediately if it has breached, suspects that it may have breached, oris
likely to breach any term of this Appendix.

Customer shall defend, indemnify and hold harmless DHT against claims, actions,
proceedings, losses, damages, expenses and costs (including without limitation court
costs and reasonable legal fees) arising out of or in connection with the Customer's
breach of this Appendix.

Any referencein this Appendix toobligations of DVLAare obligations under the DVLA
Contract and are included in this Appendix for reference only. Such obligations are
not intended to be enforceable against DVLA by Customer directly.

DEFINITIONS AND INTERPRETATION

In this Appendix, unless the context otherwise requires or unless
expressly defined in the dh Licence Check Terms and Conditions, the
following provisions have the meanings given to them below:

“ADD Service” means theservice procured by DHT from DVLA enabling
DHT to conduct the dh Licence Check e-Service.

“Companies House” means the official govemment organisation that
keeps a record of all UK companies and information about them. A
company that wishes to become a limited company must, by Law, be
registered with Companies House.

“Controller”, “Joint Controller”, “Processor”, “Processing”, “Data
Protection Officer” (DPO), “Data Subject”, “Personal Data’, “Specil
Categories of Personal Data” and “Personal Data Breach’ have the
meanings prescribed under Data Protection Legislation, and therr
cognate terms shall be constructed accordingly.

“ConvictionData” means Personal Data relating to criminal convictions
and offences.

“Crown” means the government of the United Kingdom (including the
Northern Ireland Executive Committee and Northern Ireland
Departments, the Scottish Executive and the National Assembly for
Wales), including, but not limited to, govemment ministers, government
departments, government and particular bodies and government
agencies.

“Data” means the data provided to Customer pursuant to a dh Licence
Check result.

“Data Loss Event” means any event that results, or may result, in
unauthorised access to Personal Data held by the Customer or its
Processors under this Appendix, and/or actual or potential loss and/or
destructionof Personal Datain breach of this Agreement, including any
Personal Data Breach.

“Data Protection Legislation” means (a) all applicable UK law relating to
the Processing of Personal Dataand privacy, including but not limited to
the UK GDPR and the Data Protection Act 2018 to the extent that it
relates to the Processing of Personal Data and privacy; and (b) (to the
extent that it may be applicable) the EU GDPR.

“Data Subject Request’ a request made by, or on behalf of, a Data
Subject in accordance with rights granted pursuant to the Data
Protection Legislation.

“Days” shall mean calendar days, save where the context otherwise
requires.

“Default” means any breach of the obligations of the relevant party
(including but not limited to fundamental breach or breach of a
fundamental term) or any other default, act, omission, negligence or
negligent statement of therelevant party or the Staffin connectionwith
or in relation to the subject matter of this Appendix and in respect of
which such party is liable to the other.

“DPA 2018” means Data Protection Act 2018 as amended by the Data
Protection, Privacy and Electronic Communications (Amendments
etc)(EU Exit) Regs 2019 (as amended by the Data Protection, Privacy
and Electronic Communications (Amendments etc)(EU Exit) Regs 2020.

“DVLA Contract” means DHT'’s contract with DVLA pursuant to which
DHT is able to perform the dh Licence Check e-Service.

“EU GDPR” means the General Data Protection Regulation (Regulation
(EU) 2016/679.

“European Commission” means the executive branch of the European
Union (EU), responsible for proposing legislation, enforcing EU laws,
and directing the European Union’s administrative operations.

“European Union” (EU) is a political and economic union of 27 member
states that are located primarily in Europe.

“Evidence” means proof that the Data Subject has confirmed his
understanding as to the purposes and limitations of the enquiry and does
not object to his Personal Data being Processed for these purposes.
This is to be made via a signed Driver Declaration.

“Fraud” means any offence under Laws creating offences in respect of
fraudulent acts orat common law in respect of fraudulent acts in relation
to the Contract or defrauding or attempting to defraud or conspirng to
defraud the Crown.

“Industry Best Practice” means at any time the exercise of that degree
of skill, care, diligence, prudence, efficiency, foresight, standards,
practices, methods, procedures and timeliness whichwould be expected
at such time from aleadingand expert company within the industry, such
company seeking to comply with its contractual obligations in ful and
complying with all applicable Laws.

“Law” means any law, subordinate legislation within the meaning of
Section 21(1) of the Interpretation Act 1978, byelaw, regulation, order,
regulatory policy, mandatory guidance or code of practice, judgement of
a relevant court of law, or directives or requirements with which the
Customer or DHT as applicable is bound to comply.

“Malicious Software” means any software program or code intended to
destroy, interfere with, corrupt, or cause undesired effects on program
files, data or other information, executable code or application software
macros, whether or not its operation is immediate or delayed, and
whether the malicious software is introduced wilfully, negligently or
without knowledge of its existence.

“Material Breach” means a breach which is not minimal or trivial in its
consequences to the other Party. In deciding whether any breach is
material no regard shall be had to whether it occurs by some accident,
mishap, mistake or misunderstanding.

“Permitted Purpose” means the purpose for which the Driver Data is
provided to DHT by DVLA and to the Customer by DHT (as applicable),
which must relate to the need to check driving entitlements,
endorsements and disqualifications for a legitimate business purpose.

“Premises” means the location where the Datais to be supplied to DHT
or the Customer as applicable, or accessed, stored, or destroyed by
DHT or the Customer as applicable.

“Protective Measures” means, in accordance with requirements in
Article 32 of UK GDPR, appropriate technica and organisational
measures whichmay include: pseudonymising and encrypting the Data,
ensuring confidentidity, integrity, avaiability and resilience of systems
and services, ensuring that availability of and access to Data can be
restored in a timely manner after an incident, and regularly assessing
and evaluating the effectiveness of the such measures adopted by it.

“Registered Company Name” means the company name as registered
with Companies House, where applicable.

“Staff” means all persons employed by DHT to perform its obligations
under the DVLA Contract together with DHT's servants, agents,
suppliers, and sub-contractors used in the performance of its obligations
under the DVLA Contract.

“Standard Contractual Clauses” (SCCs) mean a standard set of data
protection clauses that are adopted by the European Commission in
accordance with Article 46(c) of the EU GDPR.

“UK GDPR” means the UK General Data Protection Regulation based
on the EU GDPR and given effect by Part 2 of the DPA 2018, as
amended by The Data Protection, Privacy and Electronic
Communications (Amendments etc) (EU Exit) Regulations 2019 (as
amended by the Data Protection, Privacy and Electronic
Communications (Amendments etc) (EU Exit) Regulations 2020.

“Value-Added Services” means any services that are not the primary
reason or original purpose for the enquiry (the Permitted Purpose). A
Value-Added Service may include, but not be limited to, offering or
marketing services to a Data Subject.
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LEGAL BASIS FOR RELEASE OF DATA

The legal basis for the release of DVLA's driving licence data to DHT is
that it is necessary for the performance of a task carried out inthe pubic
interest or the exercise of an official authority vested in DVLA This isin
line with Data Protection Legislation. DVLA's legal basis for Processing
Special Categories of Personal Data is that such Processing is
necessary for reasons of substantial public interest for the reasons
stated in this paragraph 2.1. The Customer will make any Data Subject
(whose Personal Data is Processed by DHT pursuant to the dh Licence
Check e-Service) aware of this legal basis and ensure that the Data
Subject is given notice of fair processingby way of the Driver Declaration
and is aware that Special Categories of Personal Data are being shared
as part of this process.

CUSTOMER REQUIREMENTS

DHT is required to provide the DVLAwith a statement detailing the type
of business it conducts that involves the use of the Data, including
confirmation of the applicable service operating model to be used by
DHT (specifically, whether DHT is actingas a Controlleror a Processor
in relation to the ADD Service). This may include a description of
products/services DHT offers to customers (such as Customer) based
on the Data. DHT mustnot request, Process, or share Data in order to
offer Value-Added Services to a Data Subject. Suchservices are not a
Permitted Purpose for use of the Data.

DHT s required to indicate toDVLA whether it is acting as a Controler
or a Processor in relation to the ADD Service. DHT has indicated to
DVLA that it is actingas a Processor in relation to the ADD Service and
further agrees that:

DHT s acting as an intermediary of Customer and is a Processor of the
Data. Customer is the Controler of the Data and determines the purpose
and means of Processing the Data;

Customer ensures that the requirements of Articles 28 and 29 of UK
GDPR are metin relation to the use of DHT as its Processor of the Data.
Customeras the Contraler must have enteredinto a written contract with
DHT as its Processor setting out the Data Processing instructions and
requirements under Data Protection Legislation. The written contract
between Customer and DHT must not conflict with or contradict any
terms and conditions contained within the DVLA Contract;

In accordance with and strictly limited to the Permitted Purpose, the use
of the Data by DHT is to deliver driving entitlement checking services on
behalf of the Customer in accordance with formal Data Processing
instructions received by DHT from the Customer relating to the Data.

DHT s required to provide DVLA with estimated usage of the service, to
include volumeand frequency information, and must inform DVLA of any
factors that could cause a significant increase or decrease in usage.

Where there is a change of or additional use of Datafrom that specified,
DHT is required to detail in wiitingto the DVLA the proposed use of the
Data and to identify customer sectors to whom it will be provided and
the media in which it will be made available. This includes where DHT
wishes to add or changeto adifferent operating model, or request a new
operating model, with regard to its status as either Controller or
Processor with regard to the ADD Service. All such requests are subject
to written approval by DVLA.

DHT is required to notify DVLA or any changes to its business need for
access to the ADD Service.

DHT is required to inform DVLA of changes to its business processors
which may impact how the ADD Service is used.

DHT s only entitled to make enquiries on those drivers for which itis in
receipt of a signed Driver Declaration.

DHT's Staff must not use the ADD Service in order to view their own
DVLA driver record and that there must be separation of duty between
the Data Subject and the Data obtained via the ADD Service.

DHT must (and must ensure that its Staff) comply with any notification
requirements underthe Data Protection Legislation and will duly observe
all their obligations under Data Protection Legislation which arise in
connection with the DVLA Contract.

DHT must beregistered with Companies House, His Majesty’s Revenue
and Customers (HMRC) and The Charities Commission, where
applicable.

PURPOSE FOR WHICH DATA IS PROVIDED

The Permitted Purpose for access to the ADD Service and the use of
the Data is for DHT and/or the Customer to check entitlement to drive,
driving endorsements and disqualifications for a legitimate business
need and in line with one of DVLA’s permitted operating models (being
either a Contraler or Processor model, depending on DHT's status for
the purpose of Data Protection Legislation — for the purposes of the dh
Licence Check e-Service, DHT is acting as a Processor and has notified
DVLA that the Processor model applies). The Data must not be used for
identity checking of any kind.
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DHT must use the Data only for the Permitted Purpose for which it was
provided and only in accordance with the relevant operating mode!
(being the Processor operating model, as described in paragraph 4.1
above), and in accordance with its obligations under Data Protection
Legislation.

Before makingany requestto DVLAforData, DHT must gather evidence
to demonstrate the Permitted Purpose to request the Data.

DHT s required to hold the Data on the minimum amount of databases
required for the purposes of Processing the Data for the Permitted
Purpose. This does not apply to the Datastoredfor backup or disaster
recovery purposes.

DHT must not Process or share Data in order to offer Value-Added
Services to a Data Subject. Such services are nota legitimate business
purpose or Permitted Purpose for use of the Data.

KEY STAFF

DHT is required to complete a list of individuals who have direct
responsibilities for the use of the Data and for DHT's other obligations
under the DVLA Contract. DHT is required to provide the individuals
names, business addresses and other contact details, specifying the
capacities inwhich they are concernedwith the Data. This must include:

details of DHT's registered office as recorded by Companies House;

the manager who is responsible for the management of the Data once
in the hands of DHT.

Customer must inform DHT of details of the individuals who wil have
direct responsibilities for use of the Data and for Customer’s other
obligations under this Appendix. This must include the individuals
names, business addresses and other contact details, specifying the
capacities in which they are concemed with the Data. Customer must
notify DHT immediately of any changes in such personnel.

STATUTORY OBLIGATIONS
Prevention of Corruption

DHT must not offer or give, or agree to give, to the DVLAor any other
public body or person employed by or on behalf of the DVLA any gift or
consideration of any kind as an inducement or reward for doing,
refraining from daing, or for having done or refrained from doing, any act
in relation to the obtaining or execution of the DVLA Contract or any
other contract with the DVLA or any other public body, or for showing or
refraining from showing favour or disfavourto any person in relationto
the DVLA Contract or any such contract.

If DHT, its Staff, or anyone acting on DHT’s behalf, engages in conduct
prohibited by this paragraph 6.1.2or the Bribery Act 2010 (as amended),
the DVLA may:

terminate and recover from DHT the amount of any loss suffered by
the DVLA resulting from the termination; or

recover in full from DHT any other loss sustained by the DVLA in
consequence of any breach of that clause.

Prevention of Fraud

DHT must take all reasonable steps, in accordance with Industry Best
Practice, to prevent Fraud by DHT and its Staff (including its
shareholder, members, and directors) in connection with the receipt of
the ADD Service.

DHT must notify the DVLA immediately if it has reason to suspect that
any Fraud has occurred or is occurring or is likely to occur.

If DHT or its Staff commits Fraud in relation to the DVLA Contract or any
other contract with the Crown (including the DVLA) the DVLA may:

terminate the DVLA Contract and recover from the Customer the
amount of any loss suffered by the DVLA resulting from the
termination; or

recover in full from the Customer any other loss sustained by the
DVLA in consequence of any breach of this clause.

Customer warrants and represents that it has not committed any Fraud.
Customer must take all reasonable steps to prevent Fraud by itself and
its Staff (including its shareholders, members and directors) in
connection with the receipt of the dh Licence Check e-Service.
Customer must notify DHT immediately if it has reason to suspect that
any Fraud has occurs or is occurring or is likely to occur. If the Customer
or its Staff commits Fraud, DHT may terminate the dh Licence Check e-
Service and (without prejudice to any other right or remedy available to
DHT under this agreement) recover from Customer the amount of any
loss suffered resulting from the termination and recover in full from
Customer any other loss sustained as a result of such Fraud.

Discrimination

DHT must not unlawfully discriminate either directly or indirectly or by
way of victimisation or harassment against a person onsuch grounds as
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age, disability, gender reassignment, marriage and civil partnership,
pregnancy and maternity, race, colour, ethnic or national origin, sex or
sexual orientation, and without prejudice to the generality of the
foregoing DHT must not and Customer will not unlawfully discriminate
within the meaning and scope of the Equality Acts 2006 and 2010 (as
amended), the Human Rights Act 1998 (as amended) or other relevant
or equivalent legislation, or any statutory modification or re-enactment
thereof.

DHT must take all reasonable steps to secure the observance of clause
6.3.1 by all of its Staff.

Health and Safety

DHT must promptly notify the DVLA of any health and safety hazards
which may arise in connection with the performance of its obligations
under the DVLA Contract, includingbut not limited to, on inspection by
the DVLA.

DHT must comply with the requirements of the Health and Safety at
Work Act 1974 (as amended) and any other acts, orders, regulations
and codes of practice relatingto health and safety, which may apply to
DHT's Staff and other persons working on the premises in the
performance of its obligations under the DVLA Contract.

PUBLICITY AND MEDIA

DHT must natify the DVLA immediately if any circumstances arise which
could result in publicity or meda attention to DHT or to a customer of
DHT (including Customer) which could adversely reflect on the DVLA or
the ADD Service.

DHT must not misrepresent its relationship with DVLA.

Customer must not publish information thatimplies a direct relationship
with DVLA where no such relationship exists.

DHT must not, and Customer must not, create, approve or distribute any
publicity, media or website content implying or stating any of the
following:

that DVLA has a direct connection with or interest in DHT’s or the
Customer’s products and services;

that DVLA has worked in conjunction with DHT or Customer to
develop and deliver DHT's or Customer’s products and services;

that DVLA has authorised or endorsed DHT’s or Customer’s products
or services;

that DVLA has licensed DHT or Customer to provide products or
services;

that DVLA has entered intoor is working in partnership or any agency
relationship with DHT or Customer;

that DHT's or Customer’s products or services are provided on behalf
of DVLA;

that DHT or Customer has a direct link and unfettered access into
DVLA's driver database (the ADD Service is not a link to the DVLA
driver's database itself); and

that DHT or Customer receives a direct feed of Data from DVLA.
Only the following wording can be used when referring to DVLA:

DHT s a contracted customer of DVLA's Access to Driver Data (ADD)
service;

DHT has a direct link toDVLA's Access to Driver Data (ADD) service;

Driver record data is derived/sourced/taken from the DVLA's Access
to Driver Data (ADD) service;

DHT uses the DVLA's Access to Driver Data (ADD) service;
DHT s linked to the DVLA Access to Driver Data (ADD) service.

DHT must obtain prior written approval from DVLA before distributing
any publicity, media or website content produced by DHT or Customer
that includes any wording not specified in paragraph 7.4 above.

TRANSFER AND SUB-CONTRACTING

Customer must not assign, sub-contractor in any other way dispose of
this Appendix or any part of it without the prior writtenapproval of DHT.

Sub-contracting any part of this Appendix shall not relieve the Customer
of any of its obligations or duties under this Appendix. Customer must
be responsible for the acts and omissions of its sub-contractors as
though they are its own. Where DHT has approvedto the placing of sub-
contracts, copies of each sub-contract must, at the request of DHT, be
sent by the Customer to DHT as soon as reasonably practicable.

INSOLVENCY

Customer must notify DHT immediately in writing where the Customer
is a company and in respect of the Customer:

10.
10.1

1.

12.
121

12.11

U]

(m)

(a)
(b)

(a)

a proposal is made for a voluntary arrangement within Part 1 of the
Insolvency Act 1986 (as amended) or of any other compositon
scheme or arrangement with, or assignment for the benefit of, its
creditors; or

a shareholders’ meetingis convened for the purpose of considering a
resolution that it be wound up or a resolution for its winding-up is
passed (other than as part of, and exclusively for the pumpose of, a
bona fide reconstruction or amalgamation); or

a petition is presented for its winding up (which is not dismissed within
14 Days of its service)or an applicationis made for the appointment
of a provisionalliquidator or a creditors’ meeting is convened pursuant
to section 98 of the Insolvency Act 1986 (as amended); or

a receiver, administrative receiver or similar officer is appointed over
the whole or any part of its business or assets; or

an application order is made either for the appointment of an
administrator or for an administration order, and administrator is
appointed, or notice of intention to appointan administrator is given;
or

it is or becomes insolvent within the meaning of section 123 of the
Insolvency Act 1986 (as amended); or

being a “small company” within the meaning of section 247(3) of the
Companies Act 1985 (as amended); a moratorium comes into force
pursuant to Schedule 1A of the Insdvency Act 1986 (as amended), or

any event similar to those listed in this clause occurs underthe law of
any other jurisdiction.

The Customer must notify DHT immediately in writing where the
Customer is an individual and:

an application for an interim order is made pursuant to sections 252-
253 of the Insolvency Act 1986 (as amended) or a proposal is made
for any composition scheme or arrangement with, or assignment for
the benefit of, the Customer’s creditors; or

a petition is presented and not dismissed within 14 Days or order
made for the Customer’s bankruptcy: or

areceiver, or similar officer is appointed over thewhole or any part of
the Customer’s assets or a person becomes entitled to appoint a
receiver, or similar officer over the whole or any part of ther assets;
or

the Customer is unable to pay their debts or has no reasonabe
prospect of doingso, in eithercase within the meaning of section 268
of the Insolvency Act 1986 (as amended); or

a creditor or encumbrancer attaches or takes possession of, or a
distress, execution, sequestration, or other such Processiis levied or
enforced on or sued against, the whole or any part of the Customer's
assets and such attachment or Process is not discharged within 14
Days: or

suspends or ceases, or threatens tosuspend or cease, to cany on al
or a substantial part of their business.

CHANGE OF CONTROL

The Customer must seek the prior written approval of DHT to any
change of control within the meaning of section 450 of the Corporation
Taxes Act 2010 (as amended) (“Change of Control’). Where DHT has
not given its written agreement before the change of contrd, DHT may
terminate this Appendix by notice in writing with immediate effect within
26 weeks of:

being notified that that change of control has occurred; or

where no notification has been made, the date that DHT becomes
aware of that change of control.

CONSEQUENCES OF SUSPENSION AND TERMINATION

After the ADD Service has been suspended or the DVLA Contract has
been terminated or both (or the dh Licence Check e-Service has been
suspended or this Appendix has been terminated, or both, as
applicable), DHT and Customer must continue to comply with their
obligations (under the DVLA Contract or this Appendix, as applicable)
and under Data Protection Legislationin relation to the Data they hold,
including as to the proper use of the Data, retention of the Data and
secure destruction of the Data.

TERMINATION BY DVLA

The DVLA may terminate the DVLA Contract including in the following
circumstances:

with immediate effect by written notice to DHT on or atany time after the
occurrence of any of the following events:

DHT fails to pay any amount due under the DVLA Contract on the due
date for payment and remains in default not less than 60 days after
being notified in writing to make such payment.
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DHT commits any three or more Defaults (being any breach of the
obligations of DHT (including but not limited to fundamental breach or
breach of a fundamental tem) or any other default, act, omission,
negligence or negligent statement of DHT or its Staff in connection
with or in relation to the subject matter of the DVLA Contract and in
respect of which DHT is liable to the DVLA), whether simultaneously
or singly at any time during the operation of the DVLA Contract,
irrespective of whether any or all such breaches is minimal or trivial in
nature.

DHT commits a Material Breach (being a breach which is not minimal
or trivial in its consequences to the DVLA. In deciding whether any
breach is material no regard shal be hadto whetherit occurs by some
accident, mishap, mistake or misunderstanding) of any other tem of
the DVLA Contract whichbreach is irremediable or (if such breach is
remediable) fails to remedy that breach within a period of 26 weeks
after being notified in writing to do so.

For the purposes of paragraph (c), a Material Breach is remediable if
time is not of the essence inperformance of the obligation andif in the
reasonable opinion of the DVLA the Material Breach is capable of
remedy within the 26-week period.

by written notice with immediate effect if in the reasonable view of the
DVLA, during any period of suspension of the ADD Service DHT:

fails to co-operate with any investigation, audit, or review:

fails to provide any assurances or take any actions within the
reasonable period set by the DVLA under a clause in the DVLA
Contract which states that DVLA may refuse to resume DHTs access
to the ADD Service until DHT provides assurances that the matter
resulting in the suspension has been resolved to the satisfaction of
the DVLA and takes specified actions within a reasonable period set
by the DVLA; or

fails to provide assurances that satisfy the DVLA (acting reasonably)
that the Customer has complied and shall continue to comply with the
requirements of the DVLA Contract and of Data Protection Legis|ation.

by written notice with immediate effect if DHT fails to pay the DMLA
undisputed sums of money when due by variable direct debit in two or
more consecutive months.

by written notice with immediate effectif DHT is foundto be in breach
of any aspect of the law that could, in the reasonable opinion of the
DVLA, bring the DVLA into disrepute.

by written notice with immediate effect if DHT is an individua and he
has died or is adjudged incapable of managing their affairs within the
Mental Capacity Act 2005 (as amended).

Where the DVLA Contract is terminated by DVLA as a result of any act
or omission of Customer, DHT shall be entitled to recover any costs
incurred in relation to such termination from Customer.

SUSPENSION BY DVLA

If it comes to the attention of the DVLA that DHT has committed any
Default (including Material Breaches and all other Defaults), both as
defined in paragraph 12.1.1, the DVLA may suspend DHT'’s access to
the ADD Service without further notice and with immediate effect and
investigate the nature and effect of the breach.

Where the DVLA is notified in writing of any insolvency event affecting
DHT, the DVLA may suspend the ADD Service without further notice
and with immediate effect and investigate further whether any of DHTs
directors or any liquidator, receiver, administrative receiver,
administrator, or otherofficer is capable of ensuring that the provisions
of the DVLA Contract and of Data Protection Legislation are complied
with. If theDVLAIs not satisfiedthat any such person shall ensure such
compliance, the DVLA may terminate the DVLA Contract by written
notice with immediate effect.

Effect of suspension:

If the DVLA suspends DHT's access to the ADD Service at any time,
DHT must co-operate with any further investigation, audit or review that
the DVLA requires to be carried out in relation to the Data provided to
DHT.

The DVLA may refuse to resume DHT's access to the ADD Service unti
DHT provides assurances that the matter resulting in the suspension
has been resolved to the satisfaction of the DVLA and takes specified
actions within a reasonable period set by the DVLA.

The DVLA may require that an inspection is carried out after DHTs
access tothe ADD Serviceis resumed, to check DHT's compliance with
the DVLA Contract and Data Protection Legislation.

The DVLA shall require DHT to pay the feefor any inspection, as set out
in DVLA Contract before it will resume the ADD Service.

During any suspension period, the DVLA shall not provide Data to DHT.
The DVLA may also refuse requests for Data from DHT through the
paper service during this period.
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DHT must reimburse the DVLA for all DVLA’s cost and expenses
incurred in relation to the DVLA’s right under the DVLA Contract to cany
out an inspection.

Where the DVLA Contractis suspended by DVLA as a result of any act
or omission of Customer, DHT shall be entitled to recover any costs
incurred in relation to such termination from Customer.

ACCURACY OF THE DATA

The Customer must ensure before relying on any item of Datathat the
Data provided matches the information in the request and that the Data
pertains to the licence holder for whom they possess a standad
electronic Driver Declaration. Any records passed to the Customer from
DHT that do not pertain to a Driver Declaration held by the Customer
must be disregarded and deleted from any systems. Customer must
notify DHT immediately in this instance. DHT is subject to equivalent
obligations in the DVLA Contract.

REVIEWS AND MEETINGS

The Customer must upon receipt of reasonable notice and during nomal
office hours attend all meetings arranged by DHT for the discussion of
matters connected with the performance of this Appendix.

Without prejudice to any other requirement in this Appendix, the
Customer must provide such reports on the performance of this
Appendix or any other information relating to the Customer’s requests
for and use of the Data as DHT may reasonably require.

DHT reserve the right to review this Appendix at any time. Where
required, DHT and the Customer shall meet in person or via video or
telephone conference to review:

the ongoing need for the dh Licence Check e-Service and any
consequential variation to the terms of this Appendix.

the Permitted Purpose for which the Data is provided and the
applicable service operating model usedby DHT (specifically, whether
DHT is acting as a Contmller or a Processor in relation to the ADD
Service).

the performance of the dh Licence Check e-Service.
the volume of Data which DHT is providing to the Customer.

the security arrangements governing the Customer’s safe receipt of
the Data, the Customer's Protective Measures, and the Customers
further use of the Data.

the arrangements that the Customer has in place relating to the
retention and secure destruction of the Data.

any audits that have been carried out that have relevance to the way
that DHT or Customer is Processing the Data;

any security incidents that have occurred with the Data involving DHT
or Customer.

the continued registration of the Customer’s company under the same
registered number.

the training and experience of the Customer’s Staffin their duties and
responsibilities under Data Protection Legislation.

DATA PROTECTION
Data Protection Legislation

The parties to the DVLA Contract and to this Appendix must comply with
the requirements of Data Protection Legislation and subordinate
legislation made under it, or any legislation which may supersede f,
together with any relevant guidance and/or codes of practice issued by
the Information Commissioner’s Office. All these requirements are
referred to in this Appendix as Data Protection Legislation.

The parties agree that the Data constitutes Personal Data which may
include Conviction Data and Special Categories of Personal Data, as
they relate to a living individual who can beidentified directly or indirectly
from the Data.

DHT s subject to specific obligations pursuant to the DVLA Contractin
relation to the applicable service operating model used by DHT
(specifically, whether DHT is acting as a Controller or a Processor in
relation to the ADD Service - for the purposes of the dh Licence Check
e-Service, DHT is actingas a Processor and has notified DVLA that the
Processor model applies).

The DVLA s satisfied that providing the Data to DHT for the Permitted
Purpose and in accordance with the applicable service operatingmode!
(as referred to above) is compliant with Data Protection Legislation.

DHT is the Controller of the Personal Data collected on the Driver
Declaration. The Driver Declaration is used by DHT as proof that the
relevant Data Subject is fully aware that information from their driver
record is to be obtained by DHT from DVLA and Processed by DHT and
the Customer, and further that the relevant Data Subject has confimed
their understanding as to the purposes and limitations of the enquiry and
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does not object to their Personal Data being Processed for these
purposes. DHT is responsible for complying with Data Protection
Legislation in relation to its Processing of Personal Datacollected onthe
Driver Declaration.

DHT must ensure that its customers (including Customer) and Data
Subjects are aware of the legal basis for the release of Data. Data
Subjects have rights to restrict the Processing of their Data in
accordance with Data Protection Legislation. DVLA will provide written
notificationto DHT where a Data Subject wishes to invoke this right. In
such cases, DHT must act immediately to ensure enquiries on such
records are not submitted following written notification from DVLA.

The parties to the DVLA Contract agreeto take account of any guidance
issued by the Information Commissioner’s Office. DVLAmay, amend the
DVLA Contract to ensure that it complies with any guidance issued by
the Information Commissioners Office on no less than 30 working days’
notice to DHT.

DHT must be registered with the Information Commissioner and the
permission must cover all activities actually carried out.

Data Security

DHT and DVLA are required pursuant to the DVLA Contract to ensure
the safe transportation/transmission and Processing of the Data in
accordance with the appropriate technicaland organisational measures,
the requirements of the Data Protection Legislation and Functiona
Standard GovS 007: Security.

DHT must ensure the Data is Processed in accordance with Data
Protection Legislation guidance and codes of practice.

DHT must ensure it has in place Protective Measures, which are
appropriate to protect against a Data Loss Event.

DHT must notify the DVLA immediately, within a maximum of 24 hours
of becoming aware, of any default of the security requirements of the
DVLA Contract.

DHT must not transfer, sell or in any way make the Data available to
third parties unconnected with the original pumpose of the enquiry (the
Permitted Purpose in accordance with the applicable service operating
model used by DHT (specifically, whether DHT is actingas a Controler
or a Processor in relation to the ADD Service - for the purposes of the
dh Licence Check e-Service, DHT is acting as a Processor and has
notified DVLA that the Processor model applies)).

Malicious Software

DHT must, as an enduring obligation to DVLA throughout the term of the
DVLA Contract, use the latest versions of anti-virus software availabe
from an industry accepted anti-virus software vendor to check for and
remove Malicious Software from the ICT Environment.

Notwithstanding paragraph 16.3.1, if Malicious Software is found, DMLA
and DHT must co-operate to reduce the effect of the Malicious Software
and, particularly if Malicious Software causes loss of operational
efficiency or loss or corruption of Data, assist each other to mitigate any
losses and to restore the ADD Service to their desired operating
efficiency.

DHT or its sub-contractor shall be responsible for costs arising out of the
actions taken in compliance with paragraph 16.3.2 where the Malicious
Software originates from DHT or its sub-contractor’s software, any third-
party software or DHT's or it's sub-contractor's Data.

Transfer of Data outside the UK

DHT, Customer and any sub-contractors (where applicable) must not
transfer the Data outside of the UK, and must not allow access to the
Data from outside the UK, unless the prior written approval of the DVLA
has been obtained and the following conditions are fulfilled:

the destination country has been recognised as adequate by the UK
government in accordance with Article45 UK GDPR or sections 74A
and 74B of the DPA 2018; or

DHT (where applicable on behalf of the Customer) has provided
appropriate safeguards in relation to the transfer (whether in
accordance with Article 46 UK GDPR or section 75 DPA2018); and

the Data Subject has enforceable rights and effective legal remedies;
and

DHT complies with its obligations under the Data Protection
Legislation by providing an appropriate level of protection to any
Personal Data that is transferred; and

DHT complies with any reasonable instructions notified to it in
advance by the DVLA with respect to the Processing of Personal
Data; and

transfers of Personal Data from the EEA to the UK comply with the
EU GDPR and, where the transfer is safeguarded by Standard
Contractua Clauses as issued by the European Commission, the
conditions set down in those clauses are fully met,
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and accordingly, Customer shall not transfer any Data outside of the UK
or allow access to the Data from outside the UK without prior written
approval of DHT which will be subject to the requirements of this
paragraph 16.4.1.

Where the DVLA gives the prior and express written approval refemed
to in paragraph 16.4.1, DHT must disclose the Data only to the extent
agreed and in accordance with any conditions attached tothe giving of
that approval.

The requirements of this paragraph 16.4 apply to backup or disaster
recovery sites.

Retention of Data and Evidence

In accordance with Data Protection Legislation DHT and Customer must
retain each item of Dataonly foras long as is necessary withreference
to the Permitted Purposefor which it was shared. Itis the responsibiity
of the Controller to determine and justify the Data retention period in
accordance with the Controller’'s data retention policies.

DHT and Customer must arrange for the secure destruction or deletion
of each item of Data, in accordance with Data Protection Legislation, as
soon as it is no longer necessary to retain it.

DHT must retain for a minimum period of two (2) years from the date of
conclusion or longer period as may be agreed between DVLAand DHT
(such agreementto be recorded in writing), full and accurate records of
the performance of the ADD Service, including records of all payments
made to DVLA by DHT in relation to the DVLA Contract.

Subject to further requirements in relating to the Driver Declaration, DHT
must retain for a minimum period of two (2) years from the date of ADD
Service enquiry the signed Driver Declaration. This includes
photocopies, fax copies, scanned copies or Driver Declaration if used.

DHT must produce such records retained pursuant to the DVLA Contract
as DVLA may reasonably require. This will include, but not limited to,
any mis-matched or incorrect enquiries that may have been made in
pursuance of the Pemitted Purpose. These will be cross- referenced to
the correct record, enquiry or issue that gave arise to the incorrect
enquiry. This will enable DVLA toestablish the enquirerand reason for
enquiry.

Vetting and Disciplinary Policies

As part of DHT’s Protective Measures, DHT must maintain policies for
vetting, hiring, training, and disciplining its Staff in accordance with
Industry Best Practice and must comply with these in respect of each
person who has access to the ADD Service.

Internal Compliance Checks

DHT must ensure that its business processes, records of customer
interactions and transactions, audit procedures on business activites
and financial reporting are appropriate and effective to ensure proper
use of the Data in compliance with the DVLA Contract and the
requirements of Data Protection Legislation.

DHT must carry outits owninternal compliance checks at least annualy
and must notify DVLA of such checks upon DVLA request.

Audits and Reviews

DHT must share with the DVLAthe outcome of any other checks, audis
or reviews that have been carriedout on its activities as a Controler or
Customer’s activities as a Controller that are relevant to the Processing
of the Data.

Customer must notify DHT immediately, or within a maximum of 24
hours of becoming aware, of any audits that are being carried out by the
Information Commissioner’s Office under Data Protection Legislation
that are relevant to the Customer’s Processing of the Data.

Data Loss Events

DVLA has a continuing interest in the security of the Data that it shares
and in knowing about any Data Loss Event that may occur whilst the
Data is being Processed by DHT or Customer.

DHT must notify the DVLA immediately of any DataLoss Event involving
the Data that meets the criteria for notification to the Information
Commissioner’s Office or affected Data Subjects.

Where DHT is the relevant Contrdler it must be responsible for notifying
the incident to the Information Commissioner’s Office and, where
appropriate, Data Subjects, and to do so withinthe timelimits required
by Data Protection Legislation, and for taking such action as is
necessary to resolve the incident. Where the Customer is the relevant
Controller, it must be responsible for meeting these requirements.

Inspection by the DVLA or an Agent acting on its behalf

The DVLA or an agent acting on its behalf reserves the right to carry out
an inspection at any time of DHT's compliance with the terms of the
DVLA Contract. Where possible, the DVLA shall give DHT 7 days’
written notice of any such inspection.
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In exceptiona circumstances in relation to abuse of the ADD Service,
access to Customer’s Premises may be required by DVLA. Other than
in exceptional circumstances, such as a suspected serious breach of
Data security, examinations will be by prior contactand DVLA will notify
DHT in advance of any Customer Premises they wish to examine.

DHT agrees to co-operate fully with any such inspection and to allow the
DVLA, or an agent acting on its behalf, access to its Premises,
equipment, Evidence, and Staff for the purposes of the inspection.

DHT, and where applicable the Customer, will respond as required to
the findings and recommendations of any DVLA inspection and wil
provide updates as required on the implementation of any required
actions.

The DVLA may at any time check the electronic trail relatingto any ADD
service activity made by DHT and contact the person responsible for
such activity.

The DVLA may, by written notice to DHT, forbid access to the Data, or
withdraw permission for continued access to the Data, to:

any member of DHT's Staff; or

any person employed or engaged by any member of DHT’s Staff;
whose access to or use of the Data would, in the reasonable opinion
of the DVLA, be undesirable; or

a particular customer of DHT (including Customer) (in exceptional
circumstances), whose access or use of the Data would, in the
reasonable opinion of the DVLA, be undesirable.

The decision of the DVLAas to whether any person or customer of DHT
(including Customer) is tobe forbidden from accessing the Data and as
to whether DHT has failed to comply with these requirements must be
final and conclusive.

The DVLA will be entitled to be reimbursed by DHT for all DVLAs
reasonable costs incurred in the course of the inspection.

The Customer shal reimburse DHT on demand for any costs incumed
by DHT pursuant to any inspection by DHT or the DVLA and for any
losses incurred by DHT in relation to any inspection, investigation or
complaint relating to Customer’s obligations underthis Appendix or use
of the Data.

Action on Complaint

Where a complaint is received about DHT or its customer (including
Customer)which relates to any matter connected with the performance
of DHT’s obligations under the DVLA Contract or the use of Data, the
DVLA may investigate the complaint. Likewise where a complaint is
received by DHT about Customer whichrelates to any matter connected
with the performance of Customer’s obligations under this Appendix or
use of the Data, DHT may investigate the complaint.

DHT must provide to DVLA any information relating to its requests for
and use of the Data, or where applicable its customers (including
Customer)use of the Data, as the DVLA may reasonably require as part
of any DVLA investigation. The DVLA may, in its sole discretion, acting
reasonably, upholdthe complaint and take further action in accordance
with the DVLA Contract. Likewise Customer must provide to DHT any
information relating to its requests forand use of the Dataas DHT may
reasonably require as part of any investigation. DHT may, in its soe
discretion, acting reasonably, uphold the complaint and take further
action in accordance with this Appendix.

Processor model terms and conditions
Data Protection Legislation

It is the duty of the Controller to comply with the Data protection
principles. DHT is a Processor who has been appointed by the
Customer. The Customer shall be the Controller of each item of Data
received from the DVLA from the point of receipt of that Data by the
Customer. The Customer must be responsible for complying with Data
Protection Legislation in relation to the Processing of that Data by the
Customer.

The Customer must comply with Data Protection Legislation and wil
duly observeall their obligations under Data Protection Legislation which
arise in connection with the DVLA Contract.

The Customer will answer any Data Subject Requests that it receives
for the Data and for which it is the Controller.

DHT will instruct the Data Subject to contact DVLA where the Data
Subject Request is pursuantto DVLA's activities as a Controller. To this
end, Customer must inform DHT immediately if it receives a Data
Subject Request pursuant to DVLA’s activities.

DHT will instruct the Data Subject to contact the Customer where the
Data Subject Request is pursuant to the Customer’s activities as a
Controller, which include DHT's activities as a Processor of the Data.
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Intermediary Requirements

Where DHT is acting as an intermediary of its customers, DHT must
provide DVLA with a complete and accurate list of its customers at any
time upon request by DVLA. Wherever possible, DVLA will provide
written notification providing advance warning of this requirement.

Where DHT is actingas a Processor as an intermediary of its customers,
DHT must enter into and maintain a written contract with each of its
customers. The written contract must include Data Processing
instructions given by the customer to DHT, in accordance with the
requirements of Articles 28 and 29 of UK GDPR. This written contract
must be in place before DHT acts as an intermediary for that customer
and must containthe requirements stipulatedin the DVLA Contract. The
written contract between DHT and its customer (including Customer)
must not conflict with or contradict any terms and conditions contained
within the DVLA Contract.

Where DHT is actingas a Processor as an intermediary of its customers,
DHT must audit its customers (including Customer) and notify DVLA of
any changes or issues. Evidence of the audit must be made available to
DVLA upon request.

Restrictions on Disclosure of the Data

DHT must respect the confidentiality of the Data and must not disclose
it to any person, except in the following circumstances:

to a sub-contractor who acts as DHT's Processor, with whom DHT
must have entered into a written contract that requires the Processor
to abide by requirements inthe written contract between the Customer
and DHT, in accordance with requirements of Articles 28 and 29 of
UK GDPR which includes Data Processing instructions and
requirements under Data Protection Legislation; or

to the Customer, in accordance with DVLA’s permitted Processor
operating model. DHT is an intermediary and Processor, who has
been appointed by the Customer who is the Controller of the Data.
The Customer must have enteredinto a written contract with DHT in
accordance with requirements of Articles 28 and 29 of UK GDPR
providing Data Processing instructions and requirements under Data
Protection Legislation. The written contract must contain the
requirements stipulated in the DVLA Contract; or

With the prior written approval of the DVLA (which may be given or
refused at the absolute discretion of the DVLA):

— provided that DHT must have entered into a written contract
which requires the receiving party to abide by the requirements
set out in the written contract between the Customer and DHT
which includes Data Processinginstructions and requirements
under Data Protection Legislation and the requirements in the
DVLA Contract; and

— in accordance with any other conditions attached to the giving
of that approval; or

If required to do so by law.
Driver Declaration Minimum Requirements

DVLA is required to be satisfied that any Processing (including
disclosure) of Personal Data is compliant with Data Protection
Legislation. DHT may make enquiries of the record holder (the Data
Subject) for its own legitimate purposes in accordance with Data
Protection Legislation.

DHT must make the record holder fully aware thatinformation from that
person’s driver record is to be obtained from DVLA by DHT, the
categories of Data involved, the purposes and the period and frequency
in which Data will be requested. DVLA requires DHT to Evidence this
through the provision of a Driver Declaration signed by the record holder
and containing a declaration to that effect.

DHT must have a defined procedurein place for obtaining Evidence of
the record-holder’'s Driver Declaration.

DHT must retain Evidence at its main office for business operations for
a period of two (2) years from the date of ADD Service enquiy,
regardless of the length of time for which the Evidence was vald.
Evidence must be retainedin a structured manner that permits the easy
recovery of specific cases. Evidence must be producedby DHT for any
enquiry logged on DVLA's system. Evidence can be stored electronicaly
provided it meets the requirements stated in the DVLA Contract.

Section 1 of the Driver Declaration form (company details) must cleardy
state the Registered Company Name of DHT as stated in the DMLA
Contract. DHT may alsostate a trading name provided this is alongside
the registered company name. In the event of the registered company
name for DHT changing, or if there is any restructuring of the company
that affectsits legal entities, subsidiary companies or its trading name,
anew Driver Declaration form must be completed to reflect the change.

Where DHT is acting as anintemediary of Customer, DHT must ensure
that all Driver Declarations clearly state the registered company name
of DHT and the Customer. DHT may also use or refer to a trading name
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for the Customer provided this is alongside the registered company
name of the Customer. In event of the Customer’s registered company
name changing, or if there is any restructuring of the Customer that
affects its legal entities, subsidiary companies or its trading name, a new
Driver Declaration form must be completed to reflect the change. Itis the
responsibility of DHT to ensure Customer informs DHT of any such
changes.

When it is necessary for DVLA to change the Driver Declaration within
the three-year period it may be a requirement for a new Driver
Declaration to be obtained from the record holders concerned within this
period (using the revised format), depending on the nature of any
changes made.

Where DHT is acting as an intermediary for Customer, Driver
Declarations completed and signed previously for a different
intermediary are not valid and must not be used.

If DHT procedures pemit a separation or delay between obtaining the
Driver Declarationand making the enquiry on the record, there must be
a clear audit trail to identify the employee responsible for obtaining the
Driver Declaration.

The Driver Decleration is validfor a period of not more than 3 years from
the date of signature or until the record holder ceases to drive for DHT
(or Customer where DHT is acting as intermediary), whichever occurs
sooner.

It is the responsibility of the record holder to inform and obtain written
acknowledgement from DHT that their details will not be Processed
further if thatis the instruction. The rights of DHT (or Customer if DHT is
acting as intermediary) under Data Protection Legislation are not
affected, but DVLA reserves the right to withhold the record holders
Personal Data. Intermediary companies must ensure that procedures
are in place to check the validity of Driver Declarations.

Where a paper Driver Declaration is used DVLA will accept original
forms, photocopies, fax copies and electronically scanned copies on the
basis that they are of good quality and the information contained thereon
is clearly legible. This includes, but is not limited to:

handwriting and printed wording must not be obscured or tampered
with in any way, shape or form.

the use of correction fluid or other tampering will render the fom
invalid and will require the completion of a new one.

Forms printed from an electronic scanning solution must meet
stipulations in paragraph 16.12.19.

DVLA offers a standard Driver Declaration (D906/ADD or D906) which
DVLA recommend DHT uses as Evidence. Alternatively, DHT can
produce a bespoke Driver Declaration. However, any such bespoke
Driver Declaration must meet DVLA requirements and must first be
approved by DVLA prior to being used.

For all “404” enquiries (Data that is not avaiable from the ADD Service),
only the standard DVLA Driver Declaration (D906/ADD or D906) wil be
accepted.

DHT is permitted to develop and implement electronic Driver Declaration
solutions, providing that DHT can Evidence toDVLA, upon request, that
the following information has been electronically presentedto and read
by the record holder, on a given date to support ADD enquiries:

Company details

The registered company name of DHT (and the registered company
name of the Customer where DHT is actingas an intermediary) that
will be requesting the driving licence Data

The reason for the request
The Permitted Purpose for requesting the driving licence Data

If CPC information and / or tachographinformationis required by DHT
(and where applicable the Customer)

The driver details:
e Surname
e First name
e Date of Birth
e Address
e Driver Number
The following fair processing declaration.

“I am the person referred to in [refer to section]. | understand the [named
companies] will ask DVILA formy driver record information, as and when
they require, for the purpose setout [refer to section]. | understand DVLA
will disclose to the [named companies] all relevant information held in
the computerised register of drivers maintained by DVLA. This includes
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personal details, driving entiltements (with any associated restriction
codes), valid endorsements and disqualifications (if relevant), photo
images (in some circumstances), Certificate of Professional
Competence (CPC) and Digital Tachograph Card details (where
appropriate). This declaration will expire when | cease driving in
connection withthe company or in any case, 3 years from the date of my
signature.”

DHT is responsible as Controller forensuring that any electronic Driver
Declaration solutions comply with Data Protection Legislation.

All records containing Data obtained from the ADD Service wil be
retained by DHT in accordance with Data Protection Legislation. DHT
will retain responsibility for the storage of Data and any subsequent
failure to do so may resultin the withdrawal of the ADD Service. Driver
Declarations screen-prints and paper copies of records obtained from
the ADD Service must be stored in a locked cupboard or similar in a
lockable room with a suitable keypad or lock, which must be secured
overnight. The Driver Declarations must be stored at DHT's address
given as a point of contact to DVLA. Copies of records stored on
electronic systems must meet the minimum level of security required.
The minimum level of security must be implemented such that the
controls described in this document are applied, and that electronic
records can only be accessed by legitimate users who have
authenticated comrectly and have a Permitted Purpose to view the Data.

Any scanned images of paper Driver Declarations stored electronicaly
must be encrypted and stored in a secure and auditable database
provided the company has the facility and expertise to scan, store and
destroy Data to required standards of legal admissibility.

Where DHT utilises anelectronic Driver Declaration solution, DHT must
ensure that all electronic Driver Declarations are encrypted, stored and
destroyed to required standards of legal admissibility.

Where DHT receives a Data Subject Request under Article 17 of UK
GDPR (the right to erasure) the following shall apply:

Itis for DHT as Controller of the Personal Data collected on the Driver
Declaration (and any other Personal Data they may collect from any
source to provide driver entitement checking services) to detemine on
a case-by-casebasis whethertheright to erasure applies and if the Data
Subject Request can be fulfilled.

This consideration by DHT will take account of their legal basis (including
the relevant Processing conditions) in UK GDPR to Process and retain
that Personal Data. Information Commissioner's Office advice states
that a Data Subject’s right to erasureis not absolute and may only apply
in certain circumstances.

Where DHT chooses tofulfil a right to erasure Data Subject Request of
the Personal Data collected on the Driver Declaration, DVLA requires
DHT to retain evidence of theright to erasure Data Subject Requestin
accordance with the accountability principle of UK GDPR.

Additional obligations
DHT must:

audit Customer at least once in the first calendar yearduring which it
acts as intermediary, and annually thereafter, and make evidence of
such audits available to the DVLA upon request;

notify the DVLA immediately of any Defaults that DHT considers
having been committed by the Customer, whetherdiscovered on audit
by DHT or at any other time; and

take any additional action DHT considers reasonable to ensure that
the Customer must comply with all of the terms and conditions.



